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Dear Families,
Welcome to this week’s news.

Head Teacher Award

INTERESTING ARTICLE OF THE WEEK

Record Breaking Teddy Bear

The town of Xonactlan in Mexico have been

awarded a place in the Guinness Book of
Records for the largest stuffed teddy bear. It

took 3 months to build and weighs 4000kg and

is 20 metres tall. It Is the blggest teddy 1n the

world!

SILLIEST HEADLINE OF THE WEEK

MP Caught praising himself on social media!

From BBC Australia By Tommy & Ellis

Leerov’s Joke Corner

Ha,ya What's the fastest vegetable?
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A Good Friend Behaviour Badge Teacher’s Choice
GREEN Georgie Cotterill | Destiny Smith Nancy Cowell
ORANGE | Luka Richardson Elsie McDonald Makenzie Coonan
BLUE Mia Young Natalia Bower
YELLOW | Harry Ditchburn Freya Metcalfe Matthew Smith
BROWN | Kai Rooks Olly Moor
GREY Bella Beckwith Bethan Jones Jacob Rhodes
PURPLE | Archie Swinburne | Milly Richardson Megan Ward
RED Erin Heathcock Harley Cotterill Amy Hurst

CHANGE IN START OF SCHOOL ARRANGEMENTS

From Monday June 3rd, children will come straight into

class as they enter site, they will not stay outfside or line

up. Staff will be available in class from 8.30 and children

can sit and enjoy their bagels with a book. Look out for a

letter next week.

Top Trumps Success!

Our school champion Abigail has reached the national
final to be held at Sherwood Forest in June. She had to
design a Top Trumps pack entitled Our Amazing
World. Here are some of her pack:

e
TRUMPS

PIZZA PARTY in store for the class with the most 97%+
attendance this year!!!

This week’s House
Champions

Attendance
Our Target - 97%+

Unfortunately, no

classes achieved
1009% this week.

Whole school
attendance - 94.6%

What'’s for Lunch Next Week?

WEEK 2 MONDAY TUESDAY WEDNESDAY THURSDAY FRIDAY
Salmon Fishcake /
Chicken Casserole hetti aobmdu
with Dumpling Seagey Yorehiro Pttng | o sty ot Figers with
Tomato Pasta Vegetarian Chill Cheese Roll Margarita Pizza | Vegetarian Sausage
Seasonal Seasonal Seasonal Seasonal Seasonal
Salad Bar ’ Salad Bar ’ Salad Bar Salad Bar Salad Bar
Chocolate and Shortbread and Fruit Crumble and
Banana Skos Sticky Toffee Muffins Mandanns Custard Homemade Cookie
FRESH FRUIT Fresh fruit and Fresh vh\ul and Fresh fruit and Fresh fruit and Fresh fruit and
& YOGHURT yoghurt yoghurt yoghurt yoghurt yoghurt
JACKET POTATO

& SANDWICH
SELECTION

Jacket Potato

Sandwich Selection Jacket Potato

Sandwich Selection Jacket Potato

Next Week At A Glance

Breakfast club 7.45am £1.20, no need to book
Come for a cuppa 9am - ALL WELCOME

442 Multisports Rec-Y6 3 - 4.15

Athletics Y3-Y6 3 - 4.15

Breakfast club 7.45am £1.20, no need to book
Football Club Y3-Y4 3 - 4.15

Sewing Club Y3-Y6 3 - 4.15

Boot Camp Y1-Y2 3 - 4.15

Performing Arts Club Y2-Y6 3 - 4.15

Martial Arts Rec-Y6

Tuesday

Breakfast club 7.45am £1.20, no need to book
Running Club Y2-Y6 3 - 4.15
Wednesday | gim ciub 2-v6 Finish: 430 Film: TBC
Breakfast club 7.45am £1.20, no need to book
442 Football Club Rec-Y6 3 - 4.15
Singing for Fun Rec-Y2 3 - 3.45

Thursday

Breakfast club 7.45am £1.20, no need to book
Choir 8am
Break up today for half term - return Monday 3" June
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At National Online Safety we believe in empowering parents, carers and trusted adults with the information they need to hold an informed conversation about online safety with their children, should they
feel itis needed. This guide focuses on one platform of many which we believe trusted adults should be aware of. Please visit www.nationalenlinesafety.com for further guides, hints and tips for adults,

Smart devices promise to make our lives easier. In many cases - they do, however these new technologies present
risks too. Whether you're using a digital assistant to record your shopping list or you're controlling your lights
through a smart system, many smart functions can be ‘hacked’ and controlled by someone outside your home. This
guide will help you identify some of the ways you can stay alert and protect yourself.

This is the term given to all the devices connected to the
Internet in your home. Itincludes a new digital doorbell

d toyour smartph your kettle that boils Whenever datais sent cver the Internet, it is

‘encrypted’. This makes it harder to read ifit's

The success of any
smart devicerelies on

it communicating with
other devices using
the Internet.It’s an
unavoidable part of
using smart devices,
butitdoes expose you

when you tell it to on your tabletor your heating that
comes on when you swipe on your smart watch. The
Internet of Things (loT) Is designed to make life easier, but
it also opens up your hame network to potential cyber-
attacks. If doesn’t mean you can't enjoy the benefits, but it
does mean being aware of the potential negatives.

intercepted. You should look to use astrong
encryption setting, such as WPA2, rather than
WPA or WEP. You can check your router manual
on how to do this.

10 numerous risks.
Attackers could use the
Internet connection

to steal your data for
identify fraud orto
make unauthorised
purchases through
your devices. There is
even potential for more
sinister exploitation,
such as child gr ing remind
or cyber-bullying.

Your Internet router is the virtual gatsway to
your home network. It needs protecting. To do
this, you should change the default name {the
SSID) and password. You can usually find steps
to do this in the instruction manual. Don't use

Manufacturers constantly update and

improve software used in smart devices.
Some will automatically alertyou to an update, but
net all do. Ta be on the safe side, it’s agood idea to set
s in your calendar. Check the manufacturer’s your family name. Choose something more
website for any updates and run them if necessary. obscure. Make the password complicated
_J toa, using upper and lower-case letters,

b

.m.

symbols. Do this
and any other
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If your router has a feature that allows you to set up a separate network for guests, you
should use it. That way, when guests use your Wi-Fi, they won't have access to your devices.

Though it’s a fun idea, you probably
don’t need to contrel your kettle from
outside the house. In fact, there are
often many unnecessary features
included on smart devices. Where
possible, you should lock to disable
these. Doing so reduces the ability for
people to hack your devices. When
someone sees you've actively taken

SUPPORT ‘
people to breakinto steps to increase security, they're less

yoursmart devices. inclined to try to compromise them.
“ 4

N

It’s agood idea to
change the activation
waords on your smart
devices so they are
unique ta you and your
family. This makes it
that much harder for

oo
If you ever feel something is wrong or @
your network is being exploited, visit

th sfacturer’s websit ring
their technical support department. it's

better to be safe than sorry,

You could also purchase a dedicated ‘firewall’ device. This is something that plugs
intc your network and stops cyber threats reaching your router. Some routers do
have a firewall elementincluded, but they are no replacement for the real thing. A
firewall device thoroughly analyses information coming in and out of your network
and helps stop malicious attacks. A security device is strongly recemmended to
anyone who works from home or deals with sensitive information.

If you do use apps on your smartphene to control
devices in your home, make sure your smartphone
is secure. At the very least makes sure the pin
function is enabled, as well as any biometric
authentication you have. Where possible, it's also
agood idea to download some anti-virus software

for your smartphene too.

meﬂ«gig.rgﬁcg_anvmnrgéru-omfe.
i cieviont (iR . ata
the Internet}. Turn them off at the mains and disconnect
them from the Internet. In fact, it's good practice to
disconnect any devices thataren'tin use. It’sasmall
thing but really does help. Even when you think a device
might be in sleep mode, if it's connected to the Internet
it could still be listening or streaming data.

Meet, our expe rf

Emma was a secondary school Computer
Science teacher for more than decade.
Since leaving education, she hasbeen
working in a cyber security firm delivering
cyber awareness training to businesses
and carrying out network testing. She is
a mother of a five-year-old and has vast
experience of contreolling and managing
how children access online services and
use apps.

SOURCES: hHtps: ‘www.ncsc.gov.uk. hHpsiwww gelsaleonline.org

www.nationalonlinesafety.com  Twitter- @natonlinesafety = Facebook - /NationalOnlineSafety

Users of this guide do so at their own discretion. Na liability is entered into. Currentas of the date of release: 10.04,2019




